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AHANI3YBAHHA IHOOPMALUIMHUX CUCTEM 3 YNPABNIHHA
KOMMNAEHC-PU3UKAMU OPTAHISALII

ANALYSIS OF INFORMATION SYSTEMS FOR COMPLIANCE
RISK MANAGEMENT OF THE ORGANIZATION

YrpaerniHHA KOMIaeHc-pusukamu € 0OHUM i3 Halbinbw 2ocmpux 3aedaHb 8 opaaHi3auii, Wo 3yMOB/eHO 5K
MiHusicmo ma 6acamoacrneKkmHicmio HayioHasibHOI ma MiXXHapOoOHOI HOpMamueHOo-Pasosoi 6asu, mak i 3MiHOH
napaduamu 8UKopuUCmMaHHs iHgbopMauiliHux cucmem 8 pu3uK-MeHedXMeHmI. BracHe supileHHI0 OKpeceHoi npo-
briemamuku i npucesiyeHi 0aHi Haykosi po3sioku. Cmamms 00crnioXye iCHyroui iHbopmauitHi cucmemu, npudamHi
0ng nidmpuMKu ma onmumisauii npouedyp ynpasriHHS KOMIaaeHc-pu3uKkamu 8 opeaHizauii. 3okpema rpoaHariizo-
8aHo iHghopmauitiHi cucmemu YnpaeniHHsa, Pusuk ma KomnnaeHc (GRC), Cucmemu 3 KomrnaeHc MeHedxmeHmy
(CMS), Cucmemu 6e3snepepsHozo MoHimopuHay Konmpornto (CCM) ma beanepepsHozo Aydumy (CA), Cucmemu
ma piweHHs RegTech 3 no3uuyii OKpecrneHHs cunbHUX ma criabKux CmopiH O3Ha4YeHUX cucmem 8 rpoyeci 3acmocy-
8aHHs 8 opaaHi3zauisix. Ha ocHoei ompumaHuXx pesyribmamie po38UuHymo pekomeHoauii yKkpaiHcbKumM opaaHizauisiM, 3
rpusody sukopucmaHHs iHgpopmauitiHux cucmem y ceoill disribHocmi O yOOCKOHaNEHHS yrpaesiHHS KOMIMIaeHc-
pusukamu.

KntouoBi cnoBa: KowmrsiaeHc, KOMMAAIaeHC-pu3uK, pu3uk-meHeoxmMeHm, iHgbopmauitiHi cucmemu, yughposi pi-
WEHHS.

Compliance risk management is one of the most pressing tasks in an organisation, due to both the variability
and multifaceted nature of the national and international regulatory framework, as well as the shift in the paradigm
of using information systems in risk management. The article examines existing information systems suitable for
supporting and optimising compliance risk management procedures in an organisation. In particular, the information
systems Governance, Risk and Compliance (GRC), Compliance Management Systems (CMS), Continuous Control
Monitoring (CCM) and Continuous Audit (CA) Systems, RegTech Systems and Solutions are analysed from the
standpoint of outlining the strengths and weaknesses of the aforementioned systems in the process of application
in organisations. Analysis of information systems suitable for compliance risk management reveals that, today,
an organisation has a wide range of options. At the same time, they differ in terms of business process coverage,
implementation and configuration flexibility, functionality, cost, and level of employee involvement. Typical weaknesses
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of information systems today include the integration of all necessary data for analysis in a single repository, the
cleaning and protection of such data, the potential for algorithmic bias, and the involvement of employees in the
validation of the results obtained. Based on the given results, the authors developed recommendations aimed at
improving the use of information systems by Ukrainian organisations to enhance compliance risk management.
First and foremost, it is recommended to identify the goal, objectives and business processes and align compliance,
risk management, internal audit, legal support, and operational activities with the goals of company management.
Secondly, to develop an organisation's data warehouse that will be updated on an ongoing basis and will combine
both the organisation’s internal data (data on transactions, customers, partners, suppliers, etc.) and external data
(the regulatory and legal framework that regulates the organisation's activities and its interaction with stakeholders,
reporting, communication, data storage and use, etc.). Last but not least, to develop a data management policy that
will contain information on the procedure for storing, using, and cleaning data and assess the cost and effectiveness
of existing compliance risk management information systems and track the potential impact of such systems on the
key performance indicators of the organisation as a whole.

Keywords: compliance, compliance risk, risk management, information systems, digital solutions.

MocTtaHoBKa npo6nemu. [JocnigxeHHs NUTaHb
BUKOPUCTaHHSA IiHGOpMaUinHMX cucTtem Ans nig-
TPpUMaHHA Ta 3abe3nevyeHHss HaZiMHOro migrpyHTA
ynpaeniHHA KOMMMAeHC-pU3MKaMn, Ha CbOrOAHi,
€ HaasBMYyanHO akTyanbHuUM. [lepliouyeproso, ue
3YMOBIEHO, BNacHe, CaMO0 NMPUPOAOK KOMMIIaEHC-
pPU3NKIB, SIKi BUHUKAKOTb Y BUMNAAKYy HEOOTPMMaHHS
opraHisauieo HOpMaTUBHO-NPAaBOBKX aKTIiB, 3aranb-
HOBM3HaHWX CTaHgapTiB, NpaBun W npouenyp. Ak
Hacnigok, octaHHe noTpebye nNpuCKINAMBOro Bia-
CNifKOBYBaHHSA YCiX 3MiH B HOPMAaTUBHUX OOKYMEH-
Tax, aHanidyBaHHS BMMAMBY LUX 3MiH Ha LisiNbHICTb
opraHisaLii, onpautoBaHHsI BEMWKOro MacuBy gaHUX
Ta, 3a HeobXigHOCTI, 3aCTOCYBaHHA NPEBEHTUBHMUX
3axogis. o gpyre, cy4yacHi ymoBu BefieHHs1 BisHecy
Ta AUHaMIiYHUA PO3BUTOK LIMPPOBUX IHCTPYMEHTIB
3YMOBIIOIOTb HEOOXIQHICTb BMKOPUCTAHHA Ta cuUC-
TEMHOro OHOBrieHHs |IT cucTem sk Ans ynpasniHHA
opraHisadieto B LifIOMY, Tak i ynpaBniHHA pu3nkaMmm
3okpemMa. [o TpeTe, Ha CbOrogHi akTyanisyeTbcd
nNUTaHHSA 3abe3neyeHHs NPO30POCTi Ta Y3roAXKeHHs
npouenyp PU3UK-MEHEKMEHTY i3 BHYTPILLHIM ay-
ONTOM, OPUANYHUM CYNPOBOAOM Ta onepauinHo
DisiNbHICTIO.

AHani3 ocTaHHiX AocnimkeHb i ny6Gnikauin.
[Mpobnemarturka BMKOPUCTAHHS iHOPMAaLiAHUX CUC-
TEM Ta TexHomnorin ans 3abesneyeHHs npoueayp
yNpaBniHHA KOMMaeHc-pM3nkamMmm OocCrigKyBanach
y npausix YyKpaiHCbkuX HaykoBuiB. 3okpema, Ao-
cnigHuk Ocasontok O. [1] npuainue yBary BUBYEHHIO
ocobnmBocTel 3actocyBaHHA IT-cuctem B MpoLECi
ynpaseniHHA MNOO4AaTKOBMX KOMMIIAEHC-pU3ukiB. Tak
aBTOp 3BepTaE yBary Ha AOUiNbHICTb BUKOPUCTaAHHS
Taknx CUCTEM $IK: aHanidy BENMKUX AaHuX; aBTOMa-
TM3auil NoAaTKoOBOro ayauTy; MalUMHHOMO HaBYaHHSA
M LUTYYHOrO iHTENEKTY; XMapHi 064YnCnoBarnbHi nnaTt-
doopmu; iHTErpoBaHi Brok-4enH TEXHOMOTIT; enekTpo-
HHOro obniky Ta 3BiTHOCTI [1]. Y HaykoBin npaui [2]
aKLEHT pobuTbCca Ha HEODXiAHOCTI CTBOPEHHSA B Op-
raHisauii komnnaeHc-cny>xom, aka 6 onepysana 4oTu-
pbOMa OCHOBHUMW CTpaTerisiMu 3axucTy GisHec-npo-
LeciB Big komnnaeHc-puaukie. LlikaBe gocnigXeHHS
nposenn Papazafeiropoulou A. Ta Spanaki K. [3], gki
3BepTaloTb yBary Ha iHTErpoBaHi cMctemun ynpasriiH-
HA, pu3nkiB Ta komnnaeHcy (Governance, Risk and
Compliance Information Systems (GRC IS), ixHi xa-
paKkTepUCTMKN Ta ocobnmMBOCTI iMnnemeHTauil B Ai-
ANbHOCTI Cy0’eKTiB rocnogaptoBaHHA. 3acnyroBytoTb

yBarn pesynesratu gocnigxkeHb Viracacha Pena Ta
Jeimmy Lorena [4], e aBTopu nigHimatoTb npobne-
MaTuKy BukopucTaHHs RegTech gnsi 3abesneyeHHs
npoueayp ynpaeniHHA KOMNnaeH-pusvkamu [4]. As-
TOpW BKasytoTb, WO nig RegTech 3a3Buyan posymi-
I0Tb BUKOPUCTAHHS TEXHOMOrIN 3 METO MiABULLEHHS
edeKTUBHOCTI Ta pe3ynbTaTUMBHOCTI NpoLeciB 3abes-
neyYeHHs KompriaeHcy [4].

B uinomy cnig 3a3HaunTK, WO Y 3aKOPAOHHIN Ha-
YKOBI niTepaTypi NpOTAroM OCTaHHLOrO Yacy npuai-
NEeHO YMMano yBar BUKOPUCTaHHIO PIZHOMAaHITHUX
IT cuctem, HauineHux Ha 3abe3neveHHs NpPOLECIB
OOTPMMaHHS HopMaTMBHUX BuUMOr. B Ton vac sk
B YKpaiHCbKill HayKOBi/ LlapvHi AaHa npobrnemaTuka
€ MEHLU BUCBITMEHOI Ta NoTpebye OeTanbHOro Bu-
BYEHHSI HE NMLUE 3 TOYKM 30pYy PO3YMIHHS CyYaCHUX
iHopMaLiiHUX cucTeM, NpUAaTHUX ANg NigTpUMaH-
HS1 KOMMITAEHC PU3UK-MEHEMKMEHTY, a i BUPOONEeHHs
pekoMeHaaLi Ansa BiTYM3HAHMX OpraHisauin 3 npak-
TUYHOI IHTEerpauii Takmx cucTem.

MeTtoto crtatTi € gocnigXeHHsa iHopMaLinHnX
cucTeM, HauineHnx Ha NiaTPUMKY yrnpaeniHHA KOMI-
naeHc-pu3nKkaMn opraHisauii Ta 34iINCHEeHHA, Ha Uin
OCHOBI, aHani3yBaHHS1 iCHYIOUYMX UM(POBUX pillieHb
3 TOYKM 30pYy X CUNBbHUX CTOPIH Ta BY3bKUX MiCLb
3 METOK pOo3pobreHHs pekoMeHAaUin BITYU3HAHUM
opraHiszauisiM y HanpsiMKy OinbLu pauioHanbHOro Bu-
KOPWCTaHHS Taknx CUCTEM y CBOIN AisNbHOCTI.

Buknag OCHOBHMX pe3ynbTaTiB AOCHioXKeH-
HA. 3aranbHOBIAOMO, WO YNpaBriHHA KOMMIAEHC-
pusvkamu nepenbadae ineHTUdIKYBaHHS SK puUan-
KOyTBOpIOBanbHMX pakTopiB, Tak i, BracHe, camux
KOMMaeHC-pU3NKIB, IXHE OLHIOBAHHS, MOHITOPUHT
PiBHA Ta AVHAMIKM KOMMNITAEHC-PU3NKIB 3 HACTYMHOKO
iMANemMeHTalield BIigMOBIAHMX 3axodiB pearyBaH-
HA Ha HuX [5]. Y 3B’A3KY 3 HEBMWHHUM 3POCTAHHSM
KifIlbKOCTi HOPMAaTMBHMX aKTiB, IXHbOI MIHMMBOCTI,
rnobanisauiiHumm npouecamu y cpepi HopMaTUBHO-
npaBoBoOro 3abeaneyeHHsi 6GisHecy, NOsiBi HOBUX MiX-
HapoOHWX CTaHAapTiB, 3 npuBody dikcaLii pusukis,
Jimxutaniasauieto  GisHec-npoueciB cTae 3po3yMi-
nuM, WO TpaauuinHi npouecy BiACNIAKOBYBaHHSA OO-
TPUMaHHSA opraHisauigamu BignoBiAHOCTI € HegocTaT-
HiMM Ta NOTPebyoTb yaOCKoHaneHHs [6]. Ha gogayy,
3a OCTaHHE OecATUNITTA KOMMMaeHC NepeTBOpuBCA
i3 3BUKIOro KOHTPOSIOBAHHA Ha CTpateriyHy Aisnb-
HICTb 5K Y cdepi pusnK-MeHeaXXMeHTY, TaK i ynpas-
NiHHA opraHisauieto B Uinomy. TakuMm 4YMHOM, came
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iHdopMmauiiHi cuctemun (IC) BigirpaBaTMyTb KIlto-
4YOBY pONb B aBTOMaTtM3auii NpoueciB BigcnigKkoBy-
BaHHS KOMIMITAEHC-PU3UKIB OpraHisaLii, MOHITOPUHIy
Ta iHTerpauii perynaTopHOi aHaniTMKL Ta 34iNCHEHHI
Harnagy B peXumi peanbHOro vacy 3a ycima bisHec-
npoLiecamu opraHisadii [3, 6].

BapTto BigmiTMTW, WO iHdOPMAaUiHI cucTeMMU,
AKi MOXYTb BUKOPUCTOBYBaTWCb AN MNiATPUMAaHHS
yMpaBmiHHA KOMMMAEHC-PU3MKamMu, PisHUTUMYTbCS
B 3aNEeXHOCTI Big MacwTabiB oxonneHHsa 6isHec-npo-
LeciB, iHTErpoBaHuX creujianisoBaHnX iHCTPYMEHTIB
05151 MOHITOPUHIY Ta OUiHIOBaHHS cdyep BUHUKHEHHS
TaKMX PU3NKIB, JOTPUMAHHS MiXKHApOAHMX CcTaHdap-
TiB (Hanpuknag 1SO 37301, COSO, GDPR, SOX
TOLW), Nigxo4amuy 00 3aXUCTY AaHuX Ta 3abesneveH-
HA LUMGPOBOI BigNOBIOHOCTI opraHisadii, 4OCTynom
TpeTix ocib TowLo [3, 6].

Ha ocHoBi aHanisyBaHHA HanpautoBaHb BiTYM3-
HAHMX Ta IHO3eMHUX HayKOBLiB, MiDXKHapOOHUX CTaH-
0apTiB, NPUCBAYEHNX KOMMIIAEHCY, a TaKkoX NPaKTUKK
BUKOopUcTaHHsa IT cuctem B ynpasniHHI KOMMSaeHC-
pU3nKammn ctae MOXNMBMM CUCTEMaTU3yBaTU iHOP-
MaUinHi cUCTeMK, HauineHi Ha ynpasniHHS KoMMna-
€Hc-pusmnkamm [1-6, 8—12].

1. Cuctemun YnpaeniHHsa, Pusuk Ta KomnnaeHc
(GRC) [3—4] HauineHi Ha iHTerpyBaHHS 3aBAaHb Ta
dyHKLUiN 3 ynpaeniHHsA GidHec-npoLecamMmm opraHisa-
Lii, pU3MK-MeHeKMEHTY Ta KoMnnaeHcy. 3okpema,
Taki cuMctemMn [O3BOMSAIOTb BECTU LEHTpanisoBaHi
peecTpu puU3KKiB Ta iIXHBOrO KOHTPOSO, aBToMaTu-
3yBaTW NPOLIECH i3 3aTBEPOKEHHS MOMITUK, MpoLe-
Oyp Ta 3BiTHOCTI NPO iHUMAEHTM (B pO3pi3i pU3MKOYT-
BOptOBanNbHUX (haKTOPIiB Ta PU3WKIB), 34INCHIOBATU
OOHOYaCHW MOHITOPUHT Ta CMiBCTaBNEHHS 4OTpU-
MaHHS KOMMMA€EHCYy Ta KMOYOBUX iHAMKaTOPIB pu-
3ukiB (KRI), npoBagnTn cBoeyacHe pearyBaHHs Ha
perynaTopHi amiHm Towo. Cepef OCHOBHMX Nepesar
OaHNX CUCTEM € iHTerpauis npouenyp ynpasniHHS
KOMMJIAEHC-PU3NKaAMM i3 PUINK-MEHEO)XMEHTOM Ta
ynpaeniHHSAM opraHisauieto B uUinomy. Ak 3asHa-
yalTb gocnigHukm [3], cepen OCHOBHUX HeAonikiB
BapTO BUAINWUTK Te, WO AaHi cucteMn BinbLiot mi-
poto hOKYCYIOTbCA Ha AOKYMeHTaLil, HX Ha edek-
TUBHOCTI KOHTPOJIIO B PEXMMI peanbHOoro Yyacy. Ycnix
Takux CUCTEM TaKOX 3HAYHO BM3HAYATMMETbLCSH Bif
SIKOCTi Ta MacwTabiB iHTerpoBaHux gaHmx. Cepen
HanbinbL NONYNAPHUX CUCTEM SAHOMO Knacy MOX-
Ha Buainutn Optial GRC SmartStart, ServiceNow
GRC, RSA Archer, SAP GRC Touo [7].

2. Cuctemn 3 KomnnaeHc  MeHemKMeHTY
(CMS) [8] siBnsitoTb coboto iHhopMaLiNHO-TEXHOMO-
riYHi opermMBOpKKM, SKi gonomararoTb 3AiNCHIOBATK
MOHITOPUHI Ta KOHTPONb 3a AOTPMMaHHAM opra-
Hi3auieto NpaBoOBUX, PErYNATOPHUX Ta BHYTPILLIHIX
noniTvk, npaswun, cTaHgapTiB Towo. OCHOBHUM 3a-
BAAHHSAM TakUX CUCTEM € 3iCTaBMEHHSA HOPMaTUBHO-
NpaBoOBUX AOKYMEHTIB i3 BHYTPILLUHIMK noniTukamu/
npoueaypamu/ctaHgaptaMu, aHanidyBaHHS MOXIU-
BUX BigXWNeHb Ta igeHTudikauisa pusukis, aBToma-
TM3allis NOBTOPIOBaHUX onepaLiil, JOKYMEHTYBaHHSA
KPUTUYHUX BUNAOKIB Ta, SK HAcnigoK, NigBULLATH
onepauinHy edekTUBHICTb opraHisauii. Cepeg cnab-
KMX MicLb — pOKYC nuLle Ha KomMnraeHc puankax [8].
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o cuctem gaHoro knacy Hanexatb NAVEX Global,
ComplySci, LogicManager, SAI360 [9].

3. Cuctemun 6e3nepepBHoro MoHiTopuHry KoHTp-
onto (CCM) Ta besnepepsHoro Ayauty (CA) [9-10]
30JMCHIOITL aBTOMaTM3aLilo NpoueciB, NOB’sA3aHMX
i3 MOHITOpMHroM ¢PiHaHCOBMX onepaLii, piBHEM Ta
HanpsMKaMu 34iNCHEHHSA BUTPAT, 4OTPUMAHHSAM HOp-
MaTVBHO-MPaBOBUX akTiB Ta npoueaypamu BHYTPILL-
Hboro ayauTy. Cepen CUIbHUX CTOPiIH AaHUX CUCTEM
BapTO MiAKPECNUTW 34aTHICTb BUSIBNIEHHS HEBIAno-
BiQHOCTEN/NOPYLUEHb HA PaHHIX CTafisX Ta YCYHEHHS
PYTUHHUX 3aBAaHb. o cnabkux CTOpiH AaHUX CuUc-
TEM MOXHa BiJHECTU MOTEHLINHO BWCOKY BapTiCTb
00pOo6KKN 3HAYHOTO MacmBY JAHUX Ta iXHIO iHTErpauito
y GisHec-npouecu opraHisadii [10]. Cepea cucrtem
AaHoro knacy moxHa Buginutu Cyber Sierra, Quod
Orbis, Panaseer, SAP Process Control [9-10].

4. Cuctemn Ta piweHHa RegTech (perynaTopHi
TexHonorii) [4; 11-12] i3 BUKOPUCTAHHAM LUTYYHOrO
iHTenekty (LWI) Ta mawwmHHoro HaB4aHHs (MH) 3abes-
nedvytoTb aBTOMaTU3aLito LLMPOKOro CNEKTPY 3aBAaHb
Ta NpOoLECIB, HaLiNeHNX Ha MOHITOPUHT 3MiH B HOp-
MaTUBHMUX BMMOrax, BiAMOBIAHOCTI Ta MOHITOPUHIY
nepiogu4HoI iHaHCOBOT Ta HePiHaHCOBOI 3BITHOCTI,
MOHITOPUHIY TpaH3akLii Ta 1X BiANOBIAHOCTI 3ararb-
HOBM3HaHUM MiKHApOAHMM CTaHZapTam Ta Haujio-
HanbHOMY 3aKOHOAABCTBY Ta BUSBMEHHS MOTEHLiN-
HUX PU3MKIB Ta 3arpo3 OTPUMaHHS CaHKLin/wTpadis.
Pasom 3 Tum, onupatoumce Ha LI Ta MH opranisauii
OTPUMYIOTb 3MOry aHanisyBaTu faHi 3 (piHaHCOBMX
PUHKIB, MNaTiKHUX CUCTEM, B3aeMogii 3 KrieHTamu
Ta OKPEeCnMTU KIHO4YOBI 3000B’i3aHHST opraHisadil,
BM3HA4YeHi HOPMAaTMBHO-MPaBOBUMW OOKYMEHTaMM
3 JOBroCTPOKOBUM YacoBuM ropu3oHTom [11]. Bog-
HoYac, OCTaHHE MOXe CnpuATYM NoBya0Bi NPOrHO3HMX
MoZAenen LWOoAo BUSBMNEHHSA BUTOKY (MOTEHLIMHOMO BU-
TOKY) iHCanaepcbKoi iHpopmauii, iCHyH4YnX waxpan-
CbKMX CXEM Ta iHWMX BUAIB hiHaHCOBMX pu3nkis [11].
Cepen OCHOBHMX MepeBar TakMx CUCTEM Ta pilleHb
€ MPOaKTMBHUN Niaxig Ao ineHTudikauii KoMnnaeHc-
pu3KKiB, ONTUMI3aLia BUTPaT Ha KOMMNMAEHC Ta BUKO-
PUCTaHHS NIOACLKUX pecypciB, 3anydeHux OO BUKO-
HaHHA 3aBAaHb 3 YMPaBIiHHA KOMMIAEHC-PU3NKaMM
B opraHisauji [12]. Cepen cnabkmx CTOpiH BapTo
3BEPHYTW yBary Ha 3abe3nevyeHHs1 KOHIOEHLiIMHOCTI
AaHunx, Kibepbesneku Ta MOXNNBY anropuTMivHy yne-
pepxeHictb [12]. Cepen HanbinbLL NOMNynspHUX CUC-
TEM [aHoro kracy MoxHa suginutu Jumio, Onfido,
Thomson Reuters, FICO Towo [13].

Ha ocHoBI npoBefeHOro aHanizyBaHHs CTae MOX-
NNBMM OKPECIEHHS peKoMeHAalin YKpaiHCbKUM Oop-
raHisauism, 3 nNpuBoAy BUKOPWUCTaHHS iHoOpmaLin-
HUX CUCTEM Y CBOIV AiANbHOCTI ANs1 YOOCKOHANEHHs
yrnpaBniHHA KOMMNMaeHC-pusnkamu:

1. BU3HaunTM MeTy, 3aBgaHHs Ta OisHec-npo-
Lecu, aKi, Ha AyMKy opraHisadii, nepo4eproBo no-
TpiBHO agpecyBaTn Ta YAOCKOHANUTX NPU OOMNOMO3i
BUKOPUCTaHHS Cy4acHNX iH(pOpMaLiNnHNX CUCTEM.

2. Y3rogutn npouenypy KOMMMAaeHCy, pusnk-Me-
HEeXKMEHTY, BHYTPILLUHbOro ayauTy, IOpUaANYHOIO Cy-
nposoay, onepauinHoi AiSnbHOCT i3 uinsaMn ynpas-
NiHHA KOMMaHIiel Ta OKPecnmTW, Ha Ui OCHOBI,
perynaTopHi cdepu (acnektTu B AisnbHOCTI, AKi nig-
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nagatoTb nNig Aito aHanoriYHoro HopmMaTUBHO-MpPaBo-
BOro 3abesneyeHHs), siki AOLiINMbHO aBTOMaTn3yBaTtu
Ta 34INCHIOBATU NOCTINHUI MOHITOPUHT.

3. PO3BMHYTU/CTBOPUTM CXOBMLLE OAHWUX OpraHi-
3auii, sike OHOBMOBATMMETLCA Ha MOCTIVHIN OCHOBI
Ta noeaHyBaTUME siK BHYTPILLHI AaHi opraHisauii (aaHi
Mo TpaH3aKLUisx, KnieHTax, napTHepax, noctadyanbHu-
KiB TOLLO) Ta 30BHILLIHI AaHi (HOpMaTUBHO-NpaBoBa
0a3sa, gka pernamMmeHTye OisnbHICTb opraHisadii Ta il
B3aEMOJjI0 i3 CTENKXonaepamu, 3BiTHICTb, KOMYHiKa-
Lito, 30epiraHHsi Ta BUKOPUCTAHHA AaHUX TOLLO).

4. PO3BUHYTWU/CTBOPUTN  MNOMITUKY  YNpaBniHHA
OaHUMN, sika MICTUTMME iHbopmaLlito CTOCOBHO Mo-
psOKy 30epiraHHs, BMKOPUCTaHHS, OYMLLEHHS Ta
HeOONyLWEHHS BUTOKY AaHuX Ta BignoBiganbHOro
BMKOPUCTaHHs iHCTpymeHTiB LI, BignosigHo go 3a-
ranbHOBU3HaHNX MiXKHApPOAHUX CTaHAAapTIB.

5. 3aiNcHUTM OLiHKY BapTOCTi Ta e(peKTUBHOCTI iC-
HYIOYMX iHOpMaLIMHUX CUCTEM 3 YNpaBniHHA KOMM-
NaeHC-pU3MKkamMmn Ta NPOCTEXNUTU NOTEHLINHMX BMVB
TaKMX CUCTEM Ha KIOYOBi MOKa3HUKM e(PeKTUBHOCTI
opraHisaduii B Linomy.

BucHoBku.  BukopuctaHHs  iHdopmaLinHMX
cuctemM y nigTpumui  Gi3Hec-npoueciB opraHisauii
€ O0O’eKTMBHOK BMMOrOK CborogeHHsi. BogHouac,
KONW MoBa 1ae npo MiHNUBICTb Ta Pi3HOBEKTOPHICTb
HOPMaTMBHO-NPAaBOBOr0 3abe3neyYeHHsT Ta MHOXUHY
Pi3HOMaHITHUX BUKNWKIB Ta 3arpo3 y cdepi kommn-
NaeHCy, 3acTOCyBaHHA Cy4yacHWX iHOPMaLinHMX
cucTeM ANd yNpaBniHHA pu3ukamu y AaHin cdepi
€ BKpawn HeoOXigHo. Pa3om 3 TUM, ANHAMIYHUIA PO3-
BMTOK LIMPPOBUX PilllEHb CTBOPIKOE HE nulle Jopat-
KOBi MOXNMBOCTI Ans onTtumisadii 6isHec-npouecis
Ta CNpuUsiE NPUNHATTIO MPOAKTMBHUX pilleHb y cdepi
yrpaBmiHHA KOMMMAEHC-pU3MKammn, a Moxe MiCTu-
TW SIK SIBHi, TaK i NpMXOBaHi 3arpo3n Ans opraHisa-
Lit. AHanis iHbopmaLuinHUX cucTemM NpuagaTHUX Ang
yNpaBniHHA KOMMIIAEHC-PU3NKaMK CBigunTb, WO, Ha
CbOrOAHI, B OpraHisauji € Wwvpokun Bubip onuin, ane
BOHW PIi3HATLCS MaciTabomM oxonneHHs GisHec-npo-
LeciB, MHYy4JKiCTIO BMPOBaAXEHHSI Ta HanallTyBaHHS
B NPOLECI BUKOPUCTaHHSA, OyHKLIiOHANoM, BapTiCTIO
Ta piBHEM 3anyyeHHs npauiBHukiB. ChinbHUMN cnab-
KMMKU CTOpOHaMK iHopMaLiMHUX CUCTEM, Ha CbO-
roAHi, € iHTerpauis ycix noTpibHUX AaHWX Ansa aHa-
nidyBaHHS B €4MHOMY CXOBWLL, OYMLLIEHHS Ta 3axXUCT
Taknx [aHuX, MOXMMBA anropuTMmiyHa ynepemxe-
HICTb Ta 3any4eHicTb NpauiBHUKIB 00 BanigaLil oTpu-
MaHux pesynbraTtiB. HesBaxaroun Ha 3asHadveHi ap-
rYMEHTU BMNpOBagXeHHS iHpopmaLinHMX cuctem ang
YOOCKOHANEHHS YNpaBniHHA KOMMMaEHC-pU3mKamm
€ CTpaTeriyHo HeOobXIOQHICTIO Ta HaCTYMHI KPOKN A0-
cnigpkeHHs B6yayTb NpUCBSIYEHi AaHiv npobnemaruu,.
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